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Cyberaanval op het Defensienetwerk: een stand
van zaken

Beste medewerkers en medewerksters,

Vorige week was Defensie het slachtoffer van een ernstige cyberaanval op het
computernetwerk met internettoegang (CDN). De noodzakelijke quarantaine-
maatregelen werden genomen en de prioriteit werd gegeven aan de goede werking
van al de informaticatoepassingen.

Dankzij het harde werk van de specialisten van DGMR (MRC&I-CIS en CC V&C) en
ACOS IS (Dir Cyber) is vandaag het grootste deel van de diensten terug
beschikbaar via het interne netwerk of via VPN.

De impact van de aanval is echter aanzienlijk, waardoor diensten die een toegang
tot het internet vereisen spijtig genoeg nog niet beschikbaar zijn.

Volgende week werken onze teams, gesteund door specialisten uit de industrie,
verder om het extern mailverkeer zo snel mogelijk te herstellen. In januari zou het
duidelijker moeten worden hoeveel tijd er zal nodig zijn om het netwerk volledig
te herstellen.

Ik wens alle medewerkers van DGMR en ACOS IS reeds van harte te bedanken
voor de geleverde prestaties van de afgelopen dagen en voor hun voortdurende
inzet in het eindejaarsverlof.

Michel Hofman
Admiraal
Vleugeladjudant van de Koning
Chef Defensie
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