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Cyber attaque sur le réseau de la Défense :
état des lieux

Chers collaborateurs et collaboratrices,

La semaine derniere, la Défense a été victime d'une sévere cyberattaque sur le
réseau informatique avec accés a Internet (CDN). Les mesures de quarantaine
nécessaires ont été prises et la priorité a été donnée au bon fonctionnement de
toutes les applications informatiques.

Grace au travail acharné des spécialistes de la DGMR (MRC&I-CIS et CC V&C) et
d'ACOS IS (Dir Cyber), la plupart des services sont aujourd'hui a nouveau
disponibles via le réseau interne ou via VPN.

Cependant, I'impact de l'attaque étant important, les services qui nécessitent un
acces a I'Internet ne sont malheureusement pas encore tous disponibles.

La semaine prochaine, nos équipes, soutenues par des spécialistes du secteur,
continueront a travailler pour rétablir le trafic de mail externe le plus rapidement
possible. En janvier, on devrait y voir plus clair et connaitre le temps nécessaire
avant la restauration compléete du réseau.

Je tiens d'ores et déja a remercier I'ensemble du personnel de la DGMR et d'ACOS
IS pour leur performance au cours des derniers jours et pour leur engagement
permanent durant le congé de fin d'année.

Michel Hofman
Amiral
Aide de Camp du Roi
Chef de la Défense
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